**KLAUZULA INFORMACYJNA DOTYCZĄCA MONITORINGU BUDYNKU URZĘDU GMINY STROMIEC**

Na podstawie art. 13 Rozporządzenia Parlamentu Europejskiego i Rady (EU) 2016/679 z dnia 27 kwietnia 2016 roku w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (zwane dalej: RODO) informujemy, że

1. Administratorem Pani/a danych osobowych jest Wójt Gminy Stromiec, ul. Piaski 4, 26 – 804 Stromiec.
2. kontakt z Inspektorem Ochrony Danych jest możliwy pod adresem korespondencyjnym Administratora, bądź za pomocą adresu e-mail: iod@ugstromiec.pl.
3. Dane zapisywane przez monitoring wizyjny przetwarzane są w celu zapewnienia bezpieczeństwa i porządku publicznego oraz ochrony osób i mienia na podstawie art. 6 ust. 1 lit. e, f rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia 2016 r.

* Monitoringiem wizyjnym objęte są obszary wokół budynku Urzędu Gminy Stromiec, zlokalizowane przy ul. Piaski i ul. Strażacka.
* Przez obszar objęty monitoringiem wizyjnym rozumie się: Budynek Urzędu Gminy Stromiec (wejście/wyjście z budynku) oraz obszar wokół instytucji (chodnik, parkingi wokół budynku).
* Do przeglądania zarejestrowanego obrazu oraz do kontroli urządzeń rejestrujących obraz mogą zostać upoważnieni pracownicy Sekretariatu, Referatu Administracyjno – Organizacyjnego i Spraw Społecznych oraz pracownicy firmy realizującej obsługę informatyczną, na podstawie umowy powierzenia przetwarzania danych osobowych.
* Osoby wymienione powyżej otrzymują imienne upoważnienia Administratora do czynności związanych z monitoringiem i nadzorem nad urządzeniami. W przypadku obsługi informatycznej zewnętrznej, obowiązuje umowa powierzenia przetwarzania danych osobowych.

1. Pani/Pana dane osobowe mogą zostać udostępnianie wyłącznie organom uprawnionym do ich otrzymania na podstawie przepisów obowiązującego prawa.
2. Administrator zabezpiecza zdarzenia zarejestrowane przez monitoring wizyjny, które zagrażają bezpieczeństwu, życiu i zdrowiu pracowników, gości, klientów, mieszkańców, zdarzenia polegające na niszczeniu i kradzieży mienia, dla celów dowodowych:

* na wniosek osób trzecich;
* na wniosek organów prowadzących postępowania;
* na wniosek Kierownika jednostki;

1. Każdorazowe zabezpieczenie zdarzeń zarejestrowanych przez monitoring wizyjny odbywa się na pisemny wniosek złożony do Wójt. Zabezpieczone dane z monitoringu wizyjnego są udostępniane tylko organom prowadzącym postępowanie w sprawie zarejestrowanego zdarzenia np. policji, prokuraturze, sądom, które działają na podstawie odrębnych przepisów.
2. Posiada Pani/Pan prawo do:
3. **dostępu do treści swoich danych** - korzystając z tego prawa ma Pan/Pani ma możliwość pozyskania informacji, jakie dane, w jaki sposób i w jakim celu są przetwarzane,
4. **prawo ich sprostowania -** korzystając z tego prawa można zgłosić do nas konieczność poprawienia niepoprawnych danych lub uzupełnienia danych wynikających z błędu przy zbieraniu czy przetwarzaniu danych
5. **prawo do ograniczenia przetwarzania - korzystając z tego prawa można złożyć wniosek o ograniczenie przetwarzania danych, w razie kwestionowania prawidłowość przetwarzanych danych. W przypadku zasadności wniosku możemy dane jedynie przechowywać**
6. **prawo do usunięcia -** korzystając z tego prawa można złożyć wniosek o usunięcie danych. W przypadku zasadności wniosku dokonamy niezwłocznego usunięcia danych. Prawo to nie dotyczy jednak sytuacji, gdy dane osobowe przetwarzane są do celów związanych z wywiązywaniem się z prawnych obowiązków administratora lub do wykonania zadania realizowanego w interesie publicznym lub w ramach władzy publicznej powierzonej administratorowi.
7. **prawo wniesienia sprzeciwu -** korzystając z tego prawa można w dowolnym momencie wnieść sprzeciw wobec przetwarzania Pani/Pana danych, jeżeli są one przetwarzane na podstawie art. 6 ust. 1 lit e lub f (prawnie uzasadniony interes lub interes publiczny). Po przyjęciu wniosku w tej sprawie jesteśmy zobowiązani do zaprzestania przetwarzania danych w tym celu. W takiej sytuacji, po rozpatrzeniu Pani/Pana wniosku, nie będziemy już mogli przetwarzać danych osobowych objętych sprzeciwem na tej podstawie, chyba że wykażemy, iż istnieją ważne prawnie uzasadnione podstawy do przetwarzania danych, które według prawa uznaje się za nadrzędne wobec Pani/Pana interesów, praw i wolności lub podstawy do ustalenia, dochodzenia lub obrony roszczeń
8. Pana/Pani dane osobowe nie będą przekazywane do państw spoza Europejskiego Obszaru Gospodarczego